Cyber Safe Kids

A Guide for Parents

4 Introduction )

The Internet is a great place for children to spend part of
their time. As long as their time online is balanced with

other important activities - playing outside, reading,

creative activities, spending time with friends and family -
the Internet can be fun and beneficial.

This brief guide will provide suggestions for parents of
elementary students on the important steps you can take
Q) ensure your children’s time spent online is safe and fury
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Online Risks Faced by Children )

Spending too much time online.

Posting or sending personal contact information or material
that could damage their reputation or place them at risk.

Communicating with strangers in personal communication
environments.

Receiving or sending hurtful messages.

Accidentally accessing pornography or other damaging
material.

Being profiled and targeted with advertising.
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When children are young, it is a parent's responsibility to
make sure their Internet use is in a safe online environment
~ a “fenced online play yard.” These are steps you can take:

v Remain actively and positively involved. Help your child
learn to make good choices based on your family's
values.

v  Create a “fenced play yard” for your child online.

- Limit your child’s access to sites you have selected as
appropriate, unless you are present to closely
supervise more expansive explorations. Jointly
approve additions to this “play yard.”

v Keep the computer in a public place in your house so
you c¢an remain engaged in what your child is doing.

v Make sure you have implemented appropriate security
against malware, use a spam blocker, block pop-up ads,
and use safe search features. Never allow peer-to-peer
software ~ a significant source of malware.

v Do not allow your child to register on sites for users over
the age of 13. If your child’s friends are on these sites,
talk with their parents. Find a safer place where the
friends can communicate and share.

v Make sure you personally know everyone your child is
able to communicate with through email and instant
messaging. Limit communication with strangers to
moderated children’s sites.

v Look into using the newer family safety features of your
operating system, browser, or provided as a service by
sites, and on interactive gaming consoles.

- These new family safety features allow parents to limit
their child’s access to selected sites, control who has
the ability to communicate privately, manage time
spent online, and review the history file, Your child
should know that everything he or she does online is
open to your review.
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A Fenced Online Play Yard
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¥ Watch out for market profilers and advertisers.

- Commercial children’s sites provided for free are
making money through advertising or are themselves
an ongoing advertisement. To allow for more
effectively targeted advertising, some sites seek to
determine your child’s age, gender, location, and
interests. Some sites use surveys, quizzes, or
contests to obtain more information.

- Read the privacy policy on sites carefully.

- Watch for “advergaming” ~ ads integrated into games
~ and sites that ask your child to sign up to receive
ads or send ads to their friends.

- Sites by non-profit organizations and sites that charge
a modest fee do not present these concerns.

- Advertising to children is associated with consumption
of junk foods, obesity, harm to self image, excessive
consumption, and parent-child conflict.

- Make your selections carefully - based on your own
degree of comfort with these practices. Help your
child create a safe and fun username that does not
disclose personal details and a safe password. Make
sure your child knows to never disclose a password to
anyone other than you. Use your email address for
any site registrations.

v Never overreact if your child reports an online concern
to you. You want your child to feel comfortable reporting
online concerns - especially when your child becomes a
teen.

¥ If your child engages in inappropriate or harmful
behavior, impose a consequence that will focus your
child’s attention on the harmful consequences of his or
her actions. Require that your child remedy any harm.
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Addictive Access

¥ Help your child learn to balance time spent online with
other important activities. Use time monitoring features,
set time limits, or simply say “Enough screen time. The
sun is out, go out and play.”

Interacting Safely with Others Online

v Don't allow your child to communicate with anyone not
known in person through email and instant messaging.

¥ Make sure your child knows not to get into online
arguments. If someone is rude or hurtful on a public site,
your child should say "stop,” leave the site, file a
complaint, and/or ask for your assistance. Teach your
child how to file a complaint or abuse report on any
public communication site.

v Ifafriend who can communicate personally has been
hurtful, share your concerns with the parent of this child.

¥ Make sure your child knows not to engage in hurtful
online behavior.

4 Key Safety Issues for Children
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Posting or Sending Information

v Your child must understand that anything posted or sent
online has the potential to become public and will be
used to judge his or her character and decision-making.

v Make sure your child knows to never provide his or her
full name, address, or phone number in an online form
or send a picture to someone else without your
permission,

¥ As your child gets older make sure your child knows to
never post material that could damage his or her
reputation or place him or her at risk of harm.

Accidental Access to Pornography

v If you follow the guidance in selecting safe sites, it is
unlikely your child will stumble into inappropriate
material. But any computer can get infected. Or your
child could use a less protected computer.

¥ Make sure your child knows that if anything “yucky”
appears on the screen, he or she should quickly turn off
the screen and tell an adult. Applauding your child's
reaction will help eliminate a negative impact.

Guidelines for Your Child
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Have Fun Online in Safe Places

¥ Use the fun sites that you and your
parents have selected.

v Ask permission if you want to go to a
new fun site.

Keep Your Life in Balance

v Have fun online ~ but make sure you
" also get together with your friends and
go outside to play.

Think Before You Post

¥ Be the best you can be online.

v Remember anything you post or send
online can be sent to others. Other
people will judge you by what you post.

¥ Never type your name, address, or
phone number online, send a picture, or
complete an online form or survey
without first checking with your parent.

v Never share your password.

Be Safe Online

Connect Safely

v If someone sends you a mean or hasty
message on a public site, you can say
“stop,” leave the site, file a complaint, or
ask a parent for help.

v If a friend sends you a mean or nasty
message, tell your friend to stop or tell
your parent.

¥ Never send mean or nasty messages.

Turn It Off & Tell

v [If anything yucky ever appears when
you are online ~ quickly turn off the
screen and tell an adult.

Spot the Ads

¥ Many web sites have ads for things kids
like. Other sites are ads. Some have
games that are really ads. Some want
you to sign up to receive more ads.
Some want you to send ads to friends.

¥ See if you can spot the ads. Remember,
you do not need to buy everything you
see in ads. )




